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QS THE QUANTIFIED SELF MOVEMENT
A map of the ecosystem, potential value, and design challenges 

Quantified Self
Quantified Self is a collaboration of users and tool 
makers who share an interest in self knowledge 
through self-tracking. They exchange information.
“About the Quantified Self”  
http://quantifiedself.com/about, November 2012.

Personal Data
Personal data is defined as data (and metadata)  
created by and about people, encompassing  
volunteered and observed data.
“Personal Data: The Emergence of a New Asset Class” 
World Economic Forum, January 2011.

Big Data
Big data refers to datasets that exceed the ability  
of typical database software tools to capture, store, 
manage, and analyze.
“Big data: The next frontier for innovation, competition, and productivity” 
McKinsey Global Institute, June 2011.
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ACTIVITIES

70 %
BIOMETRICS

20 %
EMOTIONS

10 %

ENABLERS

THOUGHT LEADERS

OUTCOMES
Sel f  Knowledge

Behaviora l  Change
Pat tern  Recogni t ion

Data  Shar ing

TECHNIQUES
Data  V isual izat ion
Feedback and Rewards
Data  Analy t ics

INDIVIDUALS
All digitally active individuals are knowingly and unknowingly 
being observed. Many individuals volunteer data with the under-
standing that they will extract value from products or services in 
return. Many individuals also unknowingly generate “exhaust data” 
from their digital activities that industry collects in non-transpar-
ent ways. Individuals vary in their willingness to share their data 
and vary in their desire for transparency and control.

PRIVATE SECTOR
Enterprises gather and use their customers’ personal data in an effort to improve their 
offering, create new efficiencies, stimulate demand, and build relationships. The more 
data they gather on their customers the more it is useful, but if they take too much data 
they risk violating customer trust and being seen as unfairly using the data. This can 
result in a negative view of their brand.

Example: Google utilizes user generated content from gmail accounts to directly adver-
tise to the users preferences. When it was first announced it was perceived as a huge 
violation of trust by the public at large. 

PUBLIC SECTOR
Governments and regulatory agencies shape the ecosystem of personal data by cre-
ating laws and regulations that set the rules of use around personal data. They are 
entrusted to keep the balance of transparency and control between individuals and 
enterprises by penalizing inappropriate usage.

Example: HIPPA is a federal standard created to protect the privacy of patient records, 
in response to medical records becoming digital.

Health Data
Information from electronic 
medical records, prescription 
histories, QS tracking devices 
and logs and health care cov-
erage records. Health data is 
growing exponentially.

Communication Data
Information collected as people  
exchange  emails, SMS mes-
sages, phone calls, instant mes- 
sages and social network posts. 
This data can include the con-
tent of these exchanges.

Context of Use Data
Information recording the time 
and place of digital activities; 
used to create a context of use 
for a given digital interaction.

Financial Data
Includes transactions, accounts, 
credit scores, physical assets, 
virtual goods, financial records 
and spending habits. This data 
is considered private and sensi-
tive, and so is highly regulated.

Relationships Data
Information about an individ-
ual’s social connections with 
other people and organizations. 
This information is generated 
through online profiles and con-
tact lists. It includes romantic, 
friend and professional rela-
tionships.

Media Data
Information that is exchanged 
�as people produce, consume 
and share: text, audio, photo, 
video, and other media files.

Activity Data
Information that is generated 
through the monitoring of ac-
tivities such as clicks, browser 
history, calendaring, etc.

Institutional Data
Records collected by govern-
ments, academic institutions and 
employers. These sources have 
large amounts of personal data 
but enjoy a history of trust be-
cause of regulation. Sometimes 
this data is unknowingly shared 
or leaked, breaking that trust.
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HURDLES
& VALUES

PRIVACY 

Who has access  
to our data?

GHOSTERY is a plug-in for web 
browsers that gives users the 
ability to block companies at-
tempting to track web search-
es and online activity.

TRANSPARENCY  

How is our data  
being used?

QNARY keeps users informed 
as to information posted about 
them online. It helps users re-
shape that personal informa-
tion to optimize their digital 
presence.

OWNERSHIP  

Who owns  
our data? 

MYDEX.ORG creates a more 
secure form of private data 
storage, allowing the user 
total control over managing 
and sharing data with people 
and organizations.

BALANCE OF CONTROL

Today, organizations with access to personal data have more control 
over that data than the individuals who generated it. One area of 
opportunity is to tip the balance in favor of the individual.

BALANCE OF VALUE

Today, organizations with access to personal 
data derive value from using that data. How-
ever, in many cases, individuals giving up 
their data don’t perceive the value exchange 
as balanced. Balancing this equation is an op-
portunity area for marketplace development. 

VALUE

In the personal information marketplace, personal data  
is the primary raw material being exchanged. When 
meaning is derived from the data and converted into 
something actionable, the outcome is value.R
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